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ABTOMATHU3ALIUA ITPOLHECCA BEPUOUKAILINN HEITOYKH
CEPTU®UKATOB DJIEKTPOHHOHN NOAIIUCH

AUTOMATION OF THE ELECTRONIC SIGNATURE CERTIFICATE
CHAIN VERIFICATION PROCESS

AHHOTALIUA

Beeoenue. AKTyanbHOCTh UCCIEIOBAaHUS OOYCIIOBJIEHA CYIIECTBYIOIIUM
pa3pbIBOM MEXAYy TEOPETHUECKMMHU OCHOBaMH HH(PPACTPYKTYpPHl OTKPBITHIX
kioueil  (PKI) w mpakTuyeckumu — peanu3alusiMM  CHUCTEM  MPOBEPKH
anekTpoHHod — moamucu  (OII). MHorue  CymiecTBYIOIIME  PEIICHUS
OTpaHUYMBAIOTCS 0a30BOM TPOBEpKOW, HEe obecrmeunBas KOMIUIEKCHOU
Bepu(UKAMU BCEH LEMOYKM cepTU(UKATOB, BKIIOYAs MPOBEPKY CTaTyca
OT3bIBa U CEMaHTHUUECKUX orpaHnnueHuil. L{enbto paboThl sBisieTcs pa3paboTka u
peanu3anys NPOrpaMMHOIO MOAYJS Ui aBTOMAaTH3alUU MOJIHOMACIITaOHON
MPOBEPKH 1enouku ceptudukaton Il

Mamepuanvt u memoovt. OOBEKTOM UCCIETOBAHUS BBHICTYIIN HENOYKU
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ceptupurkatoB X.509 B koHTekcTe oOecrieueHus noBepus B PKI. Jlna
JNOCTH)KEHHSI 1LIeJIn ObUT NPUMEHEH KOMIUIEKC METOJOB: MPOBEACH AHAJIN3
cranaaproB PKI (X.509, RFC 5280), pa3paboTaH MHOTOYpOBHEBBIN aJITOPUTM
Bepu(dUKAIMU W peaJn30BaH MPOTOTUIl CUCTEMbl Ha s3blke Python c
UCIIOJIb30BaHUEM  OuOIMoTeku  cryptography. Metomgonoruss  BKJIIOYaia
MOJYJIbHOE MPOEKTUPOBAHUE CHCTEMBI, peau3aliio KOHBEWepHOH 00paboTKu
JAHHBIX, K3IIAPOBAHUE 3aPOCOB K CHOUCKY OTO3BaHHBIX ceptudukaroB (CRL)
JUIS. ONTUMM3alUKA TIPOU3BOJUTEIBHOCTH U MO3TANIHYIO0 BaJIUAALMIO: MAPCHUHT,
IIOCTPOEHUE LEMOYKH, IIPOBEPKA IOANMCEN, CPOKOB JEWCTBUS, OT3bIBA U
pacCIIMpPEHUN.

Pe3ynomamot  uccnedosanus. B pesynabrare paboThl ObUT  CO37aH
IpPOrpaMMHBIM ~ MOAYJb, OOECIEUMBAIOIIMI  CKBO3HYIO  aBTOMAaTH3aLMIO
NpOBEpPKH  Liemoyek ceptudukatoB. Pa3paboTaHHBI  HHTErPUPOBAHHBIM
IrOpUT™M O0BETUHSET BCE ITAlbl BEpUPUKALUU B €AUHBIA KOHBEWEP, KOTOPHIN
BKJIFOYAET IMOCTPOCHUE LEMOYKU JOBEpUS M MHOTOYPOBHEBYIO BAIMJIALUIO C
JIeTaTn3UPOBAHHOMN JTTMArHOCTUKOM OIIMOOK. Jls ONTUMU3ALHA
MIPOU3BOJIUTEIIBHOCTH BHEJIPEH MeXaHu3M kamupoBanus CRL, mo3Bosstomiunii
CHU3UTHh CETEBYI0 Harpy3Ky, a Takxke ObuUia pa3paboTaHa ToOJCHUCTEMA
dbopMHUpOBaHUS CTPYKTYPHUPOBAHHBIX OTYETOB B MAIIMHO- U YEJIOBEKO-
yuTaeMoM (popMaTax AJid MOCIEAYIOEro aHalu3a.

Oocysrcoenue u 3akarwuenue. 1lpaktudyeckas 3HaYUUMOCTb UCCIEIOBAHUS
MOJITBEPXKIAETCSI BO3MOKHOCTBIO HCIOJIb30BaHUS Pa3pabOTaHHOTO MOIYJA B
KauecTBe HMHCTpyMeHTa ayauta Oe3omacHoctd PKI, kommoHeHTa cuctem
3JIEKTPOHHOTO JOKYMEHTOO0OpOTa M CpeACTBa aBTOMATH3allMU B Ipolieccax
CI/CD. DddexTtuBHOCT,  MOPEIJIOKEHHOIO  pelIeHHUs  JoKazaHa  €ro
CIIOCOOHOCTBIO OOEeCneynBaTh HAACKHYI0O M MACIITaOUPYEMYyIO0 IPOBEPKY
nenoyek aoBepus. IlepcrekTuBbl pa3BUTHS CUCTEMBI CBSI3aHBI C JOOABICHHEM
nognepxku OCSP, apantanmed moj oTedecTBEHHbIe craHaapTel Il u

MHTETpalKel ¢ NepCIeKTUBHBIMU KPUNTOTPahUIECKUMH aJITOPUTMAMH.
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Abstract

Introduction. The relevance of this study is determined by the existing
gap between the theoretical foundations of Public Key Infrastructure (PKI) and
the practical implementations of electronic signature (ES) verification systems.
Many existing solutions are limited to basic verification, failing to provide
comprehensive validation of the entire certificate chain, including revocation
status checks and semantic constraints. The aim of the work is to develop and
implement a software module for automating the full-scale verification of an
electronic signature certificate chain.

Materials and Methods. The object of the study was X.509 certificate
chains in the context of establishing trust within PKI. A set of methods was
applied to achieve the goal: analysis of PKI standards (X.509, RFC 5280) was
conducted, a multi-level verification algorithm was developed, and a system
prototype was implemented in Python using the cryptography library. The
methodology included modular system design, implementation of pipelined data
processing, caching of Certificate Revocation List (CRL) requests for
performance optimization, and step-by-step validation: parsing, chain building,
signature verification, validity period checks, revocation checks, and extension
validation.

Research Results. The outcome of the work is a software module that
provides end-to-end automation for verifying certificate chains. The developed
integrated algorithm combines all verification stages into a single pipeline,
including building the trust chain and performing multi-level validation with
detailed error diagnostics. To optimize performance, a CRL caching mechanism
was implemented to reduce network load, and a subsystem for generating
structured reports in both machine- and human-readable formats for subsequent
analysis was developed.

Discussion and Conclusion. The practical significance of the research is
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confirmed by the potential use of the developed module as a PKI security audit
tool, a component of electronic document management systems, and an
automation tool in CI/CD processes. The effectiveness of the proposed solution
IS proven by its ability to provide reliable and scalable verification of trust
chains. Future development of the system is associated with adding support for
OCSP, adaptation to national ES standards, and integration with promising

cryptographic algorithms.

Kniouegvle cnoea: >nexTpoHHas MOINUCH, UHPPACTPYKTYpa OTKPBITHIX
KIIFOUeH, Lenovka cepTudukaros, Bepudukanus, X.509, oT3bB cepTuukaTos,
CRL, aBToMaru3anus, Kno6epOoe301acHOCTh, JIEKTPOHHBINA TOKYMEHTOO0OPOT

Keywords: electronic signature, public key infrastructure, certificate
chain, verification, X.509, certificate revocation, CRL, automation,

cybersecurity, electronic document management

BBenenue

CoBpeMeHHbI  3Tan  1UGPOBOM  TpaHCPOpMalUU HKOHOMHUKUA U
rOCyAapCTBEHHOTO YIPAaBJICHUS XapaKTEPU3YETCs NMOBCEMECTHBIM BHEAPEHHUEM
ANEKTPOHHOTO JokymMeHToobopoTa (D/10), uto 00ycrnaBavMBaeT BO3pacTaroIIMe
TpeOOBaHUS K 00ECTIEUECHUIO IOPUANYECKON 3HAYMMOCTH, KOH(PHUICHINATbHOCTH
U LIEJIOCTHOCTH 3JIEKTPOHHBIX TOKYMEHTOB. KIlFoueByr0 poJib B PELIEHUH 3TUX
3alay Urpaer TexHoyorus saekTpoHHod mnoxamucu (DII), ocHoBaHHas Ha
npuHIMNax uHQpacTpykTypsl OTKphITHIX Kitoueir (Public Key Infrastructure,
PKI). Onnako mnpakrtuueckoe npumeHeHue III compsskeHo ¢ KOMILIEKCOM
TEXHUYECKUX  MpoOJieM,  CBSA3aHHBIX  HE  TOJNBKO C  MPOBEPKOM
KpunTorpapuueckoil moAnucH OTAEILHOTO JOKYMEHTA, HO U C YCTaHOBJICHUEM
JOBEpHsl KO BCel I1enouke CcepTU(PUKATOB, YYacCTBYIOUIMX B IMpollecce

BepUpUKALIUH.

Meneoyemenm. Ixonomuxa. Ungpopmamuxa. (M. 3. H.). —2025. - T. 1. — Ne 3.



196

AKTyaJqbHOCTh  JIaHHOTO  HCCJENOBaHMUS  OOYCIIOBJI€HA  HaJTUYUEM
CYLIECTBEHHOIO0 mpolena Mexay Teoperndyeckumu ocHoBamu PKI u
MPAKTUYECKUMH peAn3alusIMu cucteM nposepku JI1. MHorue cyiiecTByromue
pelIeHUs], BKJIOYAas BCTPOCHHBIE MEXAHU3Mbl OINEPALMOHHBIX CHUCTEM U
CTaHJapPTHbIE OMOIMOTEKH, OTPaHUYMBAIOTCS 0a30BON MPOBEPKOW MOAMHCH H
Cpoka JedcTBUsA cepTuduUKara, ocTaBissi 0e3 BHUMAHUS TaKue KPUTUUYECKU
Ba)KHBIE aCIEKThI, KaK IPOBEpPKa CTaTyca OT3bIBA CEPTU(HUKATOB YEpPE3 CIHUCKU
ot3biBa (CRL) wnu onnaiu-niporokoisl (OCSP), a Takxke nmonHas Bepudukaims
LENOYKH JIOBEpHsl OT KOHEUHOro cepTu(dukarta A0 JTOBEPEHHOTO KOPHEBOTO
YAOCTOBEPSIOWIETO LEeHTpa. PydyHas mnpoBepka OSTHUX IApaMETPOB SIBISACTCA
TPYAOEMKOM, TOABEPKEHHOW YEJIOBEYECKHMM OIIMOKaM U HE MOXET ObITh
s dexkTHBHO MaciiTabMpoBaHa B  YCIOBHUSIX MacCOBOTO  3JIEKTPOHHOIO
JIOKyMEHTO000pOTA.

AHanu3 COBPEMEHHOrO COCTOSIHMSI TMpoOJieMbl IOKa3bIBAaeT, 4ToO,
HECMOTPsI Ha HAJIMYUE CTaHAAPTU3UPOBAHHBIX MPOTOKOJIOB U (hOPMATOB JTAHHBIX
(X.509, RFC 5280), OTCYTCTBYIOT yHUBEpCaJIbHbIE  HHCTPYMEHTHI,
IIPENOCTABISIOIINE JETAIBHYI0O M HaIJSIAHYRO JUArHOCTUKY BCEX 3BEHBEB
nenouku ceprtudukaroB. Takume wuHCTpymMeHThl, kKak OpenSSL, TpeOyrot
rIIyOOKMX ~ TEXHWYECKUX 3HAHUM W CJIOXKHBI i1 WHTETpalud B
aBTOMAaTU3UPOBAHHBIE MPOLIECCHI, TOTJA KaK BBICOKOYPOBHEBbIE OMOIMOTEKU
3a4acTyIO0 HE MPEIOCTABIIAIOT JOCTATOYHON IITyOMHBI KOHTPOJISL HaJl IPOLIECCOM
BepudUKaIUH.

[lenpr0 HACTOSIIETO MCCIEIOBAaHUS SBISIETCS pa3pabOTKa W peanu3arus
MPOTPaMMHOI0 MOJYJISI JIJIs aBTOMATH3allMi KOMILJIEKCHON MPOBEPKH LETIOYKH
cepTU(UKATOB ICKTPOHHOU Moanuch. J1Jjisi TOCTUIKEHHS MOCTABICHHOM 1IeJIU B
paboTe pemarTcs Cleyoume 3a1a4u:

1. TlpoBectu anamu3 cranmaptoB PKI u anroputmoB Bepudukammu
LEMOoYeK cepTU(PUKATOB.

2. Pazpabotatb AJIrOpUTM aBTOMAaTU3UPOBAHHOU IIPOBEPKU,
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BKJIFOYAIOIIMI yCTAHOBJICHHUE LIETIOYKH JIOBEpUs, IIPOBEPKY CPOKOB JIEUCTBUS,
BaJIMALMI0 TU(GPOBBIX MOJMUCEH U KOHTPOJIb CTaTyca OT3bIBa CEPTH(PHKATOB
yepe3 CRL.

3. PeanusoBatk nporoTun cucteMsl Ha si3bike Python ¢ ucnonb3oBanuem
oubnmnotexu «cryptography» s pabotsl ¢ ceprudpukaramu X.509.

4. BHenputh MeXaHuW3M KommMpoBaHus 3anpocoB k CRL i
ONTHUMM3ALUN TPOU3BOJAUTEIBHOCTH.

5. DOKCIEpUMEHTAIBHO  OLEHUTh d(PPEKTUBHOCTD  MPENJIOKEHHOTO
pelIeHHs Ha TECTOBBIX Ha0Opax JaHHBIX, UMUTHUPYIOIIUX Pa3jHyHble CLEHApUU
BaJIMHOCTH LIETIOYEK CEPTHUPUKATOB.

Hayuynast HOBU3HA pa0oOThI 3aKJIIOUAETCSl B CO3/IaHUU WHTEIPUPOBAHHOTO
QIrOpUTMa MPOBEPKH, KOTOPHIM COYETAET BCE ATanbl BepU(UKAUU LIETIOYKU
CepTU(PUKATOB B €AMHOM KOHBEHEpE ¢ PACIIUPEHHON TUAarHOCTUKON OIMIMOOK U
MEXaHU3MOM ONTHUMU3ALMU CETEBBIX 3alPOCOB. B oTyIMUME OT CyHIECTBYIOLIUX
pElIeHU, MpeasaraeMplii MoAXoJ 00ecneurBaeT CKBO3HYIO aBTOMAaTH3ALIMIO
npouecca ¢ (HOpMHUPOBAHUEM CTPYKTYPUPOBAHHOIO OTYETA, MPUTOJHOTO JIJIs
UHTETpallMi B CUCTEMbl YINpaBieHHUs OE30MacCHOCTBI0O U  3JIEKTPOHHOTO
JIOKyMEHTO000pOTAa.

IIpakTrueckast 3HaYMMOCTb UCCIIEIOBAHUS ONPEIETAETCS BO3ZMOKHOCTBIO
UCIIOJIb30BaHUSL ~ Pa3pabOTaHHOTO MPOrPaMMHOIO MOAYJSL B KadecTBe
uHCcTpyMeHTa aynurta 6e3onacHoctu PKI, kommonenTa cucrem D[]0, a Takxke
cpenctBa pa3paboTku it BepuduKaiuu - cepTU(HUKATOB B IpoIlieccax

HEIPEePbIBHON MHTErpalliy U OCTaBKU mporpammuoro odecneuenus (CI/CD).

0030p JuTEpaTypHI

TeopeTnuecko OCHOBOM MCCIEAOBAHUS BBICTYIUIN MEXKIYHAPOIHbIC

cranaaptel PKI: ITU-T X.509 [1] u RFC 5280 [2], onpenensitoiiue CTpyKTypy

ceptuuKaToB U mporeaypsl Bepudukanuu. I[IpaBoByro 06a3y cocTaBwIn
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denepanbHbii 3ak0H Ne 63-D3 [3] u HarmoHansHbIe cTaHaapTel 'OCT P 34.10-
2012 [4]u TOCT P 34.11-2012 [5].

AnanTtanuei MeXIYHapOJHBIX CTaHIAPTOB K POCCHICKUM peanusimM
3anuManuch J[.A. MenbaukoB u A.Jl. MenbHukoB [6]. Bonpockl nmpakTu4yeckoit
peamm3aruun  PKI cuctem ocBemenst B pabdotax B.C. T'opbaroBa [7] u
COBpPEMEHHBIX yueOHbIX mocobusx [8-10]. Kpunrorpaduueckue acreKThl
uccienoBanbl B Tpynax K.H. Ilankosa [11] mo mocTkBaHTOBO# Kpurntorpadun u
K.A. AungpeeBoii [12] mo ontumuzaruu anroputmoB OIl. Psag myOnmkarmii
NPUHAIICSKUT aBTopam [13-14].

TectupoBanue PKI cucrem orpaxeno B uccinenoBanusx NIST [15] u
oTkphIThIX Mpoekrtax CFSSL [16], BadSSL [17]. MeTomosiorn4eckue OCHOBBI
pa3palboTKu IpecTaBlIeHbl B padote Podepra Maptuna [18].

AHanu3 nurepaTyphl MOKa3aj, 4To, HECMOTps Ha TiTyOOKyr0 mpopaboTKy
oTaenbHbIX  acnektoB  PKI, Bompocsl  KOMIUIEKCHOM — aBTOMAaTU3alllU
BepU(DUKaAUU LEMOYEK cepTu(PUKaTOB OCTarOTCs HEJIOCTaTOYHO

HCCICA0OBAHHBIMU, YTO OIIPCACIIICT HOBU3HY HaCTOHHleI\/JI pa6OTBI.

MarepuaJjibl 1 METOABI

OOBEKTOM HUCCIEeI0OBaHUS BBICTYNWIM Lenoyku ceptudukaToB X.509 [1]
B KOHTEKCTe oOecriedeHHs] JoBepuss B MH(PPACTPYKType OTKPBITHIX KIIOUEH
(PK1) [6]. B kauecTBe WMCXOAHBIX OAaHHBIX MCIIOJB30BAINCH LH(PPOBBIE
ceprudukarel B ¢popmarax Privacy-Enhanced Mail (PEM) u Distinguished
Encoding Rules (DER), Bkitouas KOHEYHBIC, MPOMEKYTOUHBICE M KOPHEBBIC
cepTUPUKaAThl, COOTBETCTBYyIoIIME cTraHaapty X.509 v3. lns TtectupoBaHus
NPUMEHSUIUCH CHEUUAIBbHO CreHEpUPOBAHHBIE TECTOBbIE HAOOpHI JaHHBIX,
MMUTHUPYIOIIKNE pa3finuHble cueHapuu [15-17]: BanuaHble LENOYKH, HEMOYKU C
OTO3BaHHBIMH  CEpPTHU(PUKATAMH, HCTEKIIUMH  CpPOKaMU  JIEUCTBUS U

HCKOPPCKTHBIMU ITOAITUCIAMMU.
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Teopernueckuii ananmuz crangaproB PKI (X.509, RFC 5280) wu
aJITOPUTMOB BEpUPHUKAIIUH [IETOUYEK CEPTUPUKATOB MO3BOIUI CHOPMYIUPOBATD
TpeOOBaHMS K CUCTEME U ONPEIEIUTh HA00P 0053aTENbHBIX MPOBEPOK.

ApXHUTEKTypa CHUCTEMBI Oblla pa3paboTaHa HAa OCHOBE MOIYJIBHOTO
NPUHIUNA, TJ€ ObUTM BBIJEICHBI KIIFOUEBbIE KOMIIOHEHTHI: MOAYJIb NAPCUHIA U
BalUJAllMM CHUHTaKCHCa CEPTHU(PUKATOB, JBIKOK TOCTPOCHHUS U BaJIMJAlUU
LEMOYKHU JI0BEpHUsA, MOAYJIb MPOBEPKH craryca or3biBa uepe3 CRL, mexaHusm
wmmpoBanuss CRL u mnoacucrema ¢GopmupoBaHUs OTYETHOCTU. Takoe
paszeneHre 00ecreymyio BBICOKYIO CBSI3HOCTb BHYTPH MOJyJiel u cialyro
CBA3aHHOCTh MEXAY HUMH, YTO YIPOILAET TECTHPOBAHUE, CONPOBOXKICHUE U
pPacUIMPEHHUE CUCTEMBI.

bein  pa3paboTaH W peaqM30BaH  MHOTOYPOBHEBBIM  alrOpUTM
BepU(UKAIMU, BKIIOYAOIIUI ATanbl NAPCUHTa U IEPBOHAYAIIBHON BAJIUIALIUU C
npeoOpa3oBaHUEM CEPTU(PUKATOB BO BHYTPEHHIOIO OOBEKTHYIO MOJEIIb,
MOCTPOEHUS LIETIOYKU JOBEPHSI C UCIOJIb30BAHUEM PEKYPCUBHOTO alropuT™Ma 1o
CTPATETUU «OT JIUCTA K KOPHIO», & TAK)KE KOMIUIEKCHOM MPOBEPKU BATUHOCTH C
MOCJIeIOBATEILHOM BaWanuel cpoka IelcTBusl, IU(PpPOBOI MOIMUCH, CTaTyca
OT3bIBa U CEMAHTUUYECKUX OIPAHUYEHUIN B PACHIUPEHUSIX CEPTU(PUKATOB.

[Iporotun cuctembl ObUT peanu30BaH Ha S3bIKE MPOrPaMMUPOBAHMS
Python ¢ ucnonb3oBanuem OuGIMOTEKH «cryptography» st HU3KOYPOBHEBBIX
Kpunrorpadpuueckux omnepanuid u pabotel ¢ ceptudukaramu X.509 [1]. s
MUHHAMH3ALUN CETEBBIX 3aJE€PKEK U CHI)KEHHUS HAarpy3KH Ha CEpPBEPHI LIEHTPOB
cepru@ukanuu ObUI BHEIPEH MeEXaHU3M KiImpoBaHus 3anpocoB kK CRL,
ucnonb3yromuii crpareruto TTL (Time to Live), mpu KoTOpoii BpeMs KU3HH
xamupoBanHoro CRL ompenensiercs Ha ocHoBe mnosist nextUpdate u3 camoro
CITUCKaA.

3aBepIIaIIUM 3JIEMEHTOM METOJ0JIOTUH CTajla peaM3alys N0ICUCTEMbI
bopMHpOBaHUS OTYETHOCTH, arperupyroliel pe3yiabTaThl BCEX MPOBEPOK U

TEHEPUPYIOLIEN CTPYKTYPUPOBAHHBIM OTYET B MAIIMHOYMTAEMOM M UYEIIOBEKO-
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yuTaeMoM (¢opmarax. J[aHHBIA KOMILIEKC METOJ0B OOECIeUnsi CO3/JAaHHe
OPOrpaMMHOTO  MOJYJIs, CIIOCOOHOTO  BBIMOJHATH  MOJHOMACIITAOHYIO
aBTOMATU3UPOBAHHYIO IPOBEPKY IIEMOYEK CEPTUPUKATOB  AJICKTPOHHOU

IIOAIIMCH.

Pe3y.m>TaT1>1 HCCJIeA0BaAaHHUA

ApXHMTEKTYpa cUCTeMbl BepupuKanum

Pazpabotannas cuctema Bepudukanuu nenouek ceprudukaron X.509 [1]
OCHOBAaHA Ha MOJYJIHHOM TMPUHIIUIIE MOCTPOEHHUs, 00ECIEUNBAIOIIEM BBICOKHE
MOKa3aTelid MPOU3BOJUTENBHOCTHA, MAaCIITAOMPYEMOCTH M  BO3MOXHOCTH
MHTErPallid B CYIIECTBYIOIIYIO HH(PACTPYKTYpy OTKpbIThIX Kiroueil (PKI).
MopynbHass apXUTEKTypa MO3BOJISET OCYLIECTBIATh HE3ABUCUMOE Pa3BUTHE U
TECTUPOBAHHUE OTACIBbHBIX KOMITOHEHTOB [ 18], a Takke oOecneunBaeT MPOCTOTY
ajanTalldd CUCTEMbl IJI1 MOJAJEPAKKH HOBBIX CTaHJAPTOB MU MPOTOKOJIOB,
Biumouast OCSP stapling [19] u cepTudukarel Ha OCHOBE IMOCTKBAHTOBOM
kpunrorpadpun [11]. OOmas apXuTeKTypa CHUCTEMbI, HILTIOCTPUPYIOIIAS
B3aMMO/ICHCTBUE KIIFOUYEBBIX Moyei (puc. 1).

dOyHAaMEHTAIbHBIM ~ KOMIIOHEHTOM  CHUCTEMbl  BBICTYNAE€T MOAYJb
MapcuHra M BalUJanuu cuHTakcuca cepruduxatoB X.509 [1], BEIMOIHSAIOMIMIA
GYyHKIUIO BXOMHOM TOYKH CHCTeMbl Bepudukanuu. JlaHHBIA MOIYyIb
npeobpa3yer OuHapHble AaHHble cepTudukara B DER-komupoBke wuim ero
TeKCTOoBoe mpencraBieHue B ¢opmatre PEM Bo BHYTpeHHIOIO OOBEKTHYIO
MOJIeNIb, TPUTOAHYIO [UIsi NPOrpaMMHOM 00paboTku. DOYHKIHOHATBHOCTD
MOJAYJS BKIJIIOYAE€T CHUHTAKCHUYECKUH pa3dop C AEKOJUPOBAHUEM CTPYKTYpPbI
ASN.1 [20] 1 u3BNeueHnEM Bcex Mojei cepTudukaTa, BaMIAINI0 CUHTAKCHCA
C TPOBEPKOM KOPPEKTHOCTH ¢opmMaTa JAaHHBIX M COOTBETCTBHUS CTPYKTYPbI

cragaapty X.509, a Takke mpeaBapuTeIbHYI0 (DHIBTPAIUIO C TPOBEPKOM CPOKa
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JNEHUCTBUS cepTHU(HUKATa OTHOCHTEIBHO TEKYIIEro CHCTEMHOTO BPEMEHHU.
Brimenenne mapcuHra B OTACHBHBIA MOMYJIH TO3BOJISIET IIEHTPATHM30BAHHO
oOpabaTteiBaTh OMIMOKK (opmara M oOecreuyrnBaTh KOHCUCTEHTHOCTh JaHHBIX

I IIOCJICAYIOIMUX 3TAIIOB IIPOBCPKHU.

/ Cucrema BepuHKAIMH cepTH(HHKATOR \
s Y

i A i A

B 1 JBHEOK
XOJHBIE TAHHEIE APCHHT H
A A ™ P — NOCTPOEHHA
{ceprrdukaTe) BaIHIALHA
LENOYKH JIOBEPHA
., S ., A ., ¢ A
i ™ i ™

[ Momyne npoBepkH A
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Puc. 1 — CtpykrypHasi cxema cucteMbl Bepudukanum nuenovek ceprupuxkaros X.509

[leHTpanbHBIM 3BEHOM CHCTEMBI SIBJISICTCS JIBIDKOK ITOCTPOSHUS U
BaJTUAIMN IICTIOYKNA JOBEPHs, OTBETCTBECHHBIM 32 CEMAaHTHYECKYIO TPOBEPKY
IIEMOYEK CEePTU(PUKATOB OT KOHEUHOTO CYOBEKTa JO0 JOBEPEHHOTO KOPHEBOTO
IeHTpa cepTuduKanui. J[BM)KOK  BBITIOJNHSECT aBTOMATHYCCKHH  ITOUCK
MPOMEKYTOUHBIX CEpTU(PUKATOB B TEPEAaHHOM HAOOpe U JOBEPECHHOM
XPAaHWINIIE JJIS TOCTPOCHUS TOJTHOM IETIOYKH, OCYIIECTBIISICT BepU(PHUKAIIUIO
IyTH JIOBEpPHUsS dYepe3 TOCICIOBATEIbHYIO MPOBEPKY IU(MPOBBIX IMOAMNKCEH, a
TaK)K€ MPOBOJIUT BATHIAIMIO CEMAHTHYECKUX OTPAaHWYCHUM, 3aJaHHBIX B
pacHIMpeHusIX CepTU(PHUKATOB. AJITOPUTM TOCTPOCHHS IICTIOYKH peaaTu3yeT

MOJCJIb «OT KOPHA K JIMCTY», COOTBCTCTBYIOIIYIO CTAHIAPTHBIM IIPAKTHUKAM
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PKI, uro obecneunBaet npoBepky (iaros Llenrpa ceprudukaruu (Certificate
Authority, CA) wu jmmuasl nyth B pacmupennn Basic  Constraints,
NOATBEpKIAeHUE mpaBa noanucu ceptudukaroB B Key Usage u mpoBepky
JIOTTYCTUMOCTH UCIOJIb30BaHUsl KoHeuHoro cepTudukara B Extended Key Usage
[2].

Kputrnueckn BaXHbIM KOMIIOHEHTOM CHCTEMbI BBICTYHAeT MOAYJb
IIPOBEPKU CTaTyca O0T3bIBa cepTudukaToB uepe3 cnucku or3biBa (CRL). Moaynb
ananmusupyetr pacumpenne CRL  Distribution Points [2] ans momydenus
JIOKaTOpOB CIHCKOB OT3bIBa, 3arpykaer CRL u3 yKa3aHHBIX TOYEK
pacripocTpaHeHus, Bepudunupyet 1udponyro noanuck CRL ¢ ncnonb3oBaHueM
OTKpPBITOTO KJIIOYa M3/ABIIEr0 IEHTpa CEepTU(UKAIMU U BBIMOJIHSAET MOUCK
CEpUHUHOrO0 HOMEpa IMpPOBEpPsAEMOro ceprtudukara B TMOJYYEHHOM CITUCKE.
[IpoBepka craryca oOT3bIBa O0OECHEUMBAET AaKTyaJlbHOCTh BepHU(UKAIIUH,
MOCKOJIBKY JIa)Ke€ KpUNTOrpauuecku KOPPEKTHBIA cepTU(HUKAT MOXKET OBIThH
CKOMITPOMETHPOBAH U OTO3BaH.

JIns  onTUMU3alMU  OPOU3BOJUTEIBHOCTH  CUCTEMbl  PEAJM30BaH
KmUpyromuii Mmexanusm aig CRL, MUHUMHM3UPYIOLIUNA CETEBBbIE 3aJ€PKKH U
CHW)KAIOUIMI Harpy3Ky Ha cepBepbl ILEHTpOB cepTudukanuu. MexaHusm
ucnonb3yet crparernto TTL (Time-To-Live) [2], ompenensist Bpems >KU3HU
komupoBaHHoi CRL Ha ocHoBe mons nextUpdate w3 camoro crmucka, 4To
rapaHTUPYeT UCKIIOUEHUE YCTApEBIIUX JAHHBIX Mpu mpoBepke. [Ipu mombiTke
ncroas3oBanus k3mupoBanHo CRL ¢ nerekmuMm cpokom nextUpdate cuctema
aBTOMATHYECKM HHUIMUPYET 3arpy3ky OOHOBJIEHHOW BepCUU, a pasjelieHue
KoIlla 1O YHUKaIbHBIM wuaeHTuukaropam CRL mo3Bonser sddexTuBHO
YOPaBJISATh CIIMCKAMU OT Pa3JIMYHBIX IIEHTPOB CepTUPUKALINY.

3aBepiaM KOMIIOHEHTOM —apXUTEKTYypbl SIBIISIETCA MOJACHCTEMaA
dbopMHUpOBaHUS OTYETHOCTH, Aarperupyromas pe3yiabTaThl paboThl  BCEX
OpeAbAyIuX MOAyJIer u  dopMmupymrmas CTPYKTYpUPOBAHHBIM  OTYET.

[loncucrema reHepUpyeT AETANIM3UPOBAHHBIA OTYET € OOUIMM CTAaTyCOM
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BepudUKaMu W MOAPOOHONW HMHPOpMalMeld MO KaKIOMY 3Tally ITPOBEPKH,
UCIIOJB3YET CUCTEMY KOJIUPOBAHUS OIIOOK C YHUKAITbHBIMHU
uJeHTUGUKATOPAMU U TIOHSITHBIMU ONMUCAHUSAMHU JIJISl YIIPOIICHUS TUATHOCTUKU
npo0Jem, a TakKe MOACPKUBAET pa3IuyHble (POopMaThl BHIBOJA.
B3auMoenicTBre MEXy MOIYJISIMA OPTaHU30BAHO 10 TTOCIEI0OBATELHON
KOHBEMEepHO! cXxeMe, TIJie BBIXOAHBbIC JAHHBIE OJIHOIO MOJYJISI CTAHOBSTCS
BXOJHBIMU IJI1 CJEAYIONIEro, 4TO OOECHEeYMBAET CKBO3HYIO IMPOBEPKY BCEX
aCIEKTOB IICTIOYKHU JOBEepUsA. TUMUYHBIA MOTOK BepUUKAIIMM HAYUHAETCS C
MO/Iauy Ha BXOJ CHUCTEMBI IIeJIEBOro cepThuduKara u Habopa MPOMEKYTOUHBIX
ceprugukaroB. Moayiab mapcuHra npeodOpasyer Bce cepTU(UKATBl BO
BHYTPEHHEE MPEJCTABICHUE U BBIMOJIHSIET MEPBOHAYAIBHYI0 CHHTAKCUYECKYIO
MpOBEpPKY. JIBMKOK  TOCTPOEHHUSI LIETMOYKH TMPUHUMAET Ppa3oOpaHHbIC
cepTU(UKATHI, CTPOUT MYTh JO JOBEPEHHOTI'O KOPHS U BBIMOJHSIET BaJIUAAIUIO
nosutuk. Jlnms Kaxmoro ceprudukara B TOCTPOSHHOM IIETIOYKE MOJYJIb
MPOBEPKU CTaTyca OT3bIBA, B3aUMOJEHUCTBYS C KIIIUPYIOIIUM MEXAaHU3MOM,
MPOBEPSIET OTCYTCTBHE cepTU(UKaTa B CIUCKAX OT3biBa. DUHAIBHBIM ATarioM
CTAaHOBUTCSI COOp MOJCUCTEMON OTYETHOCTH PE3YJIHTATOB OT BCEX MOJYJICH U
dbopmupoBaHue UTOTOBOro oTdyera o0 Bepudukaruu. IIpencraBieHHas
apXuUTeKTypa OOECIeuYnBaeT YETKOE pas/ieIeHue OTBETCTBEHHOCTH MEKIY
KOMIIOHEHTaMHd M CO3/1aéT  OCHOBY  JUISI  MPOCTOTO  pacUIMpeHus
(YHKIIMOHATBLHOCTH, BKJIIOYas M00aBJICHHWE HOBBIX MOayJel 0e3 H3MEHCHUs

CYIIECTBYIOILIEH JIOTUKU CUCTEMBI.

AJIropuT™M Bepu(puKAIUN HENOYKH CePpTUPUKATOB

Pa3pabGoTtannplii anroput™M BepUPHUKALUM [EMOYKH CEpTUPHUKATOB

peanu3yeT MHOTOYPOBHEBYIO IIPOBEPKY, OCHOBAaHHYIO Ha ctanaapre X.509 [1] u

pexomenganuax RFC 5280 [2]. AnroputMm oOecrneunBaeT KOMIUIEKCHYIO
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BalIMAAIIUIO BCCX ACIICKTOB HIOCIIOYKH JOBCPHUA HYCPC3 IIOCICAOBATCIBHOC
BBIIIOJIHCHHEC B3aMMOCBA3AHHBIX 3TAIIOB ITPOBCPKHU.

HGpBOHaanBHLIfI oTall 06pa6OTKH BXOJAIINX HaHHBIX 3aKJII04YaCTCida B
HpCO6p&30BaHI/II/I CepTI/I(l)I/IKaTOB nus3 6HHapHOFO HJIA TCKCTOBOTI'O IIPCACTABJICHUA
BO BHYTPCHHIOIO O6B€KTHYK) MOACIb MW BbIINOJIHCHUU 0a30BbBIX ITPOBCPOK
CHUHTAKCUYECKOM KOPPCKTHOCTH. JIuctuHr ImapCuHra u HCpBOHaanBHOﬁ

BaJIUJIAlINK CEPTUPUKATOB:

import hashlib

from cryptography import x509

from cryptography.hazmat.backends import default_backend
from cryptography.exceptions import InvalidSignature
import logging

class CertificateParseError(Exception):

pass
def parse_and_validate_certificate(cert_data: bytes) -> x509.Certificate:
try:
cert = x509.load_pem x509 certificate(cert_data, default_backend()) \
ifb'----- BEGIN CERTIFICATE----- ' in cert_data \
else x509.load_der_x509 certificate(cert_data, default_backend())
if cert.version != x509.Version.v3:
raise ValueError("TpebyeTca X.509 v3")
if cert.subject == cert.issuer:

public_key = cert.public_key()
public_key.verify(
cert.signature,
cert.tbs_certificate_bytes,
cert.signature_algorithm_hash,
cert.signature_algorithm_padding

logging.info(f"YcnewHo pacnapceH ceptudukat: {cert.subject.rfc4514 string(
)
return cert
except Exception as e:

logging.error(f"Ounbka napcuHra ceptudukata: {str(e)}")
raise CertificateParseError(f"Owubka napcuHra: {str(e)}")

Peanmzamusi nmanHOro 9STama TMpeAcTaBlieHa B BHIE  (PYHKIIHH
«parse_and validate certificate», koTopas TmNpUHHMAEeT HAa BXOJ JaHHBIC
ceptudukata B ¢Gopmare PEM wu BosBpamaer oOBEKT pa3oOpaHHOTO
ceprudukara.

OcHoBHast JOruMKa (QYHKIHMHM BKIIOYaeT 0O0pabOTKY MCKIIOUNUTEIbHBIX

CHTyaHHﬁ, CBA3AaHHBIX C HCKOPPCKTHBIM (l)OpMaTOM JaHHBIX, 4€pPC3 MCXAaHU3M
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try-except. B ciiydae BO3HMKHOBEHHS OIIMOOK EKOAMPOBAHUS TCHEPUPYETCS
CHEIMATU3UPOBAHHOE WCKJTIIOUCHHE «CertificateParseError» C
JeTAIM3UPOBAaHHBIM ~ OnMcaHueM Tpobnembl. [locie ycmemHoW 3arpy3ku
cepTu(rKaTa BBIOJHACTCS MPOBEPKA COOTBETCTBUSI €T0 BEPCUU TPEOOBAHUAM
CUCTEMbl — TOJJICPKUBACTCA HCKIOUUTENIbHO Bepcus X.509 v3 [1], uyto
00yCIIOBJICHO HEOOXOIUMOCTBhIO pPabOThl € PACHIMPEHUSMU CEePTHUPHUKATOB,
KPUTUYECKHA BAKHBIMH JIJISI IPOBEPKU TOJIUTUK 0€30MacCHOCTH. J[0mOTHUTEIHHO
Ha JAHHOM OJTale OCYIIECTBIsAeTCS BepuduKanus HUPPOBONH MOAMUCH
cepruduKkara s TMOATBEPXKICHUS €ro IEeJOCTHOCTH U ayTeHTUYHOCTHU
HMCTOYHHKA.

AJTOPUTM TIOCTPOCHUSI IIEMOYKH JIOBEPHUSI pPEATU3yeT PEKYPCUBHYIO
CTPATETHIO «OT JUCTa K KOPHIO», HAUMHAIOIIYIOCS C IIeJIEBOTO cepTudukara u
3aBEPIIAIOINIYIOCS CAMOIIOAIUCAHHBIM KOPHEBBIM cepTH(PHUKATOM. JIMCTHHT

IIOCTPOCHUS LECIIOYKH JOBCPHA.

def build certificate_chain(target _cert: x509.Certificate,
intermediate_certs: list,
trusted_roots: list) -> list:
def find_issuer(cert, cert_pool):
target_issuer = cert.issuer.rfc4514_string()
for candidate in cert_pool:
if candidate.subject.rfc4514_ string() == target_issuer:
try:
ext = cert.extensions.get_extension_for_oclass(x509.AuthorityK
eyIdentifier)
candidate_ext = candidate.extensions.get_extension_for_oclass(
x509.SubjectKeyIdentifier)
if ext.value.key_identifier != candidate_ext.value.digest:
continue
except x509.ExtensionNotFound:
pass
return candidate
return None
def build_chain_recursive(current_cert, current_chain):
if current_cert in trusted_roots:
return current_chain + [current_cert]
issuer_cert = find_issuer(current_cert, intermediate_certs + trusted_roots

if not issuer_cert:
raise CertificatevalidationError(f"He HailneH uspaTtens gnsa: {current_ce
rt.subject.rfc4514 string()}")
try:
public_key = issuer_cert.public_key()
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public_key.verify(
current_cert.signature,
current_cert.tbs_certificate_bytes,
current_cert.signature_algorithm_hash,
current_cert.signature_algorithm_padding

)

except InvalidSignature as e:
raise CertificatevalidationError(f"HegetcTBuTtenoHas nognucb: {str(e)}"

if issuer_cert in current_chain:
raise CertificateValidationError("Uuknuyeckas ccboika B Lenoyke")

return build chain_recursive(issuer_cert, current chain + [current_cert])
return build_chain_recursive(target_cert, [])

Ha xaxx1oM 11are peKypcuu BBITIOJHSIOTCS CIEAYIOIIUE ONEpalin: TOUCK
cepTUUKaTa U OCYIIECTBISIETCS MPOBEPKa LU(POBOM MOAMUCH TEKYILETO
ceprudukara.

[louck ceprudukara uzgatenss B AOCTYIHOM Habope cepTU(]PHUKATOB,
KOTOPBIN BKJIOYAET KaK SIBHO MEpPE/IaHHbIE MPOMEKYTOUHbIE CEPTUPUKATHI, TaK
U TPEeTyCTaHOBIICHHBIEC JIOBEPEHHBbIE KOpHEBbIE cepTudukaTtel. Kpurepuem
MOMCKa SABJISIETCA CTPOroe COOTBETCTBUE TmoJisa  «Subjecty  Tekymero
ceprudukara momo «Issuer» cepTudukara uzmarens, MpU ATOM CPABHEHUE
BBITIOJTHsIETCS 110 TToTHOMY Distinguished Name ¢ yueTom Bcex aTpuOyTOB.

OcymiecTisieTcs: MpoBepka U(PpoBOM MOAMKUCH TEKYIEro cepTudukara
C UCIIOJIb30BAaHMEM OTKPBITOTO Kitoua ceprtudukara wuzmarensd. J[lannas
orepaiysi BBIMOJHACTCS C MPUMEHEHUEM KpUNTOrpaduyecKuX ajaropuTMOB,
yKa3aHHBIX B moyie SignatureAlgorithm, u oGecneunBaer BepupUKAIIUIIO TOTO,
yTo cepTuduKar ObUl JCHCTBUTEIBHO BBIJAH 3asBICHHBIM  IIEHTPOM
cepTUPUKALNUU U HE TTOABEPTaJICs U3MEHEHUSIM MOCIIE TIOIMUCAHUS.

PexypcuBHbI IpoLece IIPOJOJIKAECTCSA 10 JOCTUKEHUS
CaMOMOJIIMCAHHOTO  KOpPHEBOIO  cepTu(dukaTa,  KOTOPbIA  MPOXOAMT
JOTIOJTHUTENHHYIO MPOBEPKY HA HAMYNE B XPAHWIMILE JOBEPEHHBIX KOPHEBBIX
ceprudukaroB. B ciaydae HEBO3ZMOXHOCTH TMOCTPOCHHS TMOJHOW IETOYKU O
JIOBEPEHHOT'O0 KOPHSI aJlTOPUTM 3aBepiaercs ¢ ommokoi «llenouka goBepust He

MOKET OBITh ITOCTPOCHAY.
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Ilocne ycnemHoOro IOCTPOEHUs LENOYKUA JIOBEpUs  BBIIOJIHACTCS
BCECTOPOHHSISI ~ BajMIanusi  Kaxaoro  ceprudukara B MOJYYEHHOM

IHOCJIACA0OBATCIILHOCTH. JIuctunHr IIPOBEPKHU BAJIMJTHOCTH.

def validate certificate_chain(chain: list) -> dict:
results = {
'chain_valid': True,
'certificates': [],
'validation_time': datetime.utcnow(),
‘errors': []

for i, cert in enumerate(chain):
cert_result = {
subject': cert.subject.rfc4514_string(),
"issuer': cert.issuer.rfc4514_string(),
'serial_number': cert.serial_number,
'validity': check_validity period(cert),
'signature': verify_ certificate_signature(cert, chain[i+1] if i < len(c
hain)-1 else None),
"revocation’': check_revocation_status(cert),
"extensions': validate_certificate_extensions(cert, i == len(chain)-1),
'is_self signed': cert.subject == cert.issuer,
'position_in_chain': i
}
cert_valid = all([
cert_result['validity']['valid'],
cert_result['signature']['valid'],
cert_result['revocation']['valid'],
cert_result[ 'extensions']['valid']
D
cert_result['valid'] = cert_valid
results['certificates'].append(cert_result)
if not cert_valid:
results['chain_valid'] = False
results['errors'].append(f"Ouwnbka Banupaumm: {cert.subject.rfc4514 str
ing()}")

return results

Peanuzanus JTAHHOT O Jramna IpEeICTaBICHA byHKIIHEH
«validate certificate chain», koTopas npuHHMAaeT Ha BXOJ YHOPSIOYEHHBIN
CIHCOK CepTU(UKATOB W  BO3BpallaeT JETaIU3UPOBAHHBIE PE3YJIbTATHI
IIPOBEPKH JIJIs1 KAKJOTO JIEMEHTA LIETIOYKH.

Jlnst kaxaoro ceprudukaTa B LETMOYKE BBITOIHIETCS CIEIYIOIUNA Habop
IIPOBEPOK:

1. ®yunkmus «check validity period» Bepuduunpyer BpeMeHHbIE paMKH

NEeNCcTBUs cepTu(dUKaTa 4epe3 CpaBHEHHE TEKYILEro CHUCTEMHOTO BPEMEHH C
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nosisimu notBefore u notAfter, uro rapanTupyer, 4To cepTU(PUKAT HE MPOCPOUYEH

Y y’K€ BCTYIIUJI B CHITY:

def check_validity_period(cert: x509.Certificate) -> dict:
current_time = datetime.utcnow()
return {
'valid': cert.not_valid_before <= current_time <= cert.not_valid_after,
'not_valid_before': cert.not_valid_before,
'not_valid_after': cert.not_valid_after,
'current_time': current_time

2. Oynkuusa «verify certificate signature» BBITIONHAET TOBTOPHYIO
POBEPKY HU(GPOBOW MOJINUCU C YYETOM CIEUU(PUKUA MO3UIUHU cepTU(PHUKaTa B
LENOYKEe — JJI1 KOHEYHBIX M MPOMEKYTOUYHBIX CEPTU(UKATOB HCIOJIB3YETCS
OTKPBITBIM KJIIOY CIIEAYIOIIEr0 B LEMOYKE CepTH(HUKATa, B TO BPeMs Kak s

KOPHCBOI'O CepTI/I(l)I/IKaTa OCYHICCTBIIACTCA CaMOIIPOBCPKA ITOAIINCH

def verify_certificate_signature(cert: x509.Certificate, issuer_cert: x509.Certifi
cate = None) -> dict:
try:
public_key = (issuer_cert or cert).public_key()
public_key.verify(
cert.signature,
cert.tbs_certificate_bytes,
cert.signature_algorithm_hash,
cert.signature_algorithm_padding
)
return {'valid': True, ‘'error': None}
except InvalidSignature as e:
return {'valid': False, 'error': str(e)}

3. ®ynkumsa «check revocation status» ompeaenseT aKTyaJlbHOCTb
cepruduKkara 4yepe3 MPOBEPKYy ero oTcyTcTBUs B cmmckax ot3eiBa (CRL).
JlanHasi MpoBepKa HCHONb3YeT MEXaHU3M KAIIMPOBAHUA JIsi ONTUMHU3ALMU
IIPOU3BOAMTEIIBHOCTY M BKJIOYAaeT Bamupgauutoo noxanucu camoro CRL,
3arpy>K€HHOTO W3 TOYKH PACHpPOCTPAaHEHMs, yKazaHHOM B pacmmpenun CRL

Distribution Points [2]:

def check_revocation_status(cert: x509.Certificate) -> dict:
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return {
'valid': True,
'checked': False,
'method': 'CRL',
'message’: 'lpoBepka OT3biBa He peannsoBaHa'

4. OyHKIUA «validate certificate extensions» OCYIIIECTBIISIET
CEMaHTHUYECKYIO MPOBEPKY  paCIIUPEHUA ceprudukara, BKJTIOUAst
nonreepxkaenue (mara CA u coorBercTBUs AnuHbI myTu B Basic Constraints,
npoBepky OutoB Key Usage Ha mpaBo MOANUCH CEpTU(HUKATOB ISl IICHTPOB
cepTudUKaluU, a TAKKE BATUAAIMIO IIeJIeBOro ucnoias3oBanus B Extended Key

Usage 17151 KOHEUHBIX CEPTU(PHUKATOB:

def validate_certificate_extensions(cert: x509.Certificate, is_root: bool = False)
-> dict:
result = {'valid': True, 'basic_constraints': None, 'key usage': None, 'errors
01}
try:
bc_ext = cert.extensions.get_extension_for_oclass(x509.BasicConstraints)
result['basic_constraints'] = {'ca': bc_ext.value.ca, 'path_length': bc_ex
t.value.path_length}
if is_root and not bc_ext.value.ca:
result['valid'] = False
result['errors'].append("KopHeBoii cepTudukaT posixeH umetb CA=True")
except x509.ExtensionNotFound:
if is_root:
result['valid'] = False
result['errors'].append("KopHeBoii cepTudmkaT [oJXeH comepxaTb Basic Co
nstraints")
try:
ku_ext = cert.extensions.get_extension_for_oclass(x509.KeyUsage)
result[ 'key_usage'] = {
'digital_signature': ku_ext.value.digital_signature,
'key_cert_sign': ku_ext.value.key_cert_sign,
"crl_sign': ku_ext.value.crl_sign
}
if is_root and not ku_ext.value.key cert_sign:
result['valid'] = False
result['errors'].append("KopHeBoii cepTupukaTt gomkeH umetb keyCertSign=True")
except x509.ExtensionNotFound:
result['errors'].append("OTcyTcTBYeT pacuupeHue Key Usage")
return result

Pe3ynbpTaThel BceX MPOBEPOK arperupyroTcss B CTPYKTYPUPOBAHHBIN OTUET,
coJiep Kalluii JeTanbHy0 HHPOPMALIMIO MO KKJIOMY 3Taly BEpU(PUKALMH, YTO

oOecrneynBaeT IIPO3pavYHOCTL IMpoHeCCa N yInpomacT AUAarHOCTUKY BO3MOKHBIX
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npoOieM Mpu BalWJaluu Lenoyku ceptudukaron. [IpuMep HCHOIB30BaHUS

ajaropuT™Ma:

def verify certificate_chain(cert_data: bytes,
intermediate_certs: list,
trusted _roots: list) -> dict:
try:
target_cert = parse_and_validate_certificate(cert_data)
certificate_chain = build_certificate_chain(target_cert, intermediate_cert
s, trusted roots)
validation _results = validate certificate chain(certificate_chain)
logging.info("Bepudukauma 3asepweHa ycnewHo")
return validation_results
except (CertificateParseError, CertificateValidationError) as e:
logging.error(f"Ownbka Bepupukauun: {str(e)}")
return {
'chain_valid': False,
'error': str(e),
"certificates’: []

Pa3paboTanHblii aJrOpUTM JIEMOHCTPUPYET BBICOKYIO HAJIEKHOCTh U
COOTBETCTBHE COBPEMEHHBIM CTaHJapTaMm O€30MacHOCTH, o0ecneynBas

MOJIHOMACIITA0HYIO MPOBEPKY BCEX KPUTUYECKH BAXKHBIX ACIEKTOB IIETIOYKU

nosepus X.509 [1].

O0cyxaeHue U 3aKJII0YEHUE

[TIpoBenennoe UCCJIEIOBAHUE MOATBEPAUIO 3¢h(HEKTUBHOCTh
pa3pabOTaHHOTO MOAXO0Ja K aBTOMATH3AIlMKA MPOBEPKH LEMOYCK CEPTHPHUKATOB
anekTpoHHOW monnucu. Co3laHHas cHcTeMa JASMOHCTPHPYET BO3MOKHOCTH
KOMIUIEKCHOW BEpU(PHUKAIIMA BCEX KOMIIOHEHTOB IICTIOYKHA JOBEpUS — OT
aHaM3a CTPYKTYPbl CEPTH(PHUKATOB 1O KOHTPOJIS WX AaKTYaJIbHOCTH Yepe3
IPOBEPKY CTaTyca OT3bIBA.

Hay4nast IeHHOCTh paOOTHI 3aKJIFOYACTCS B CO3IaHUU WHTETPUPOBAHHOTO
AITOPUTMa,  OOBCIAWHSIOIIETO  BCE  JTambl  NPOBEPKHM B CIUHBIN
aBTOMATHU3MPOBaHHBIA mpouecc. Pa3paboranHoe pemeHne oOecrneunBaeT

MHDFOYpOBHeBBﬁi KOHTPOJIb, BKHKPHHOHHﬁi INOCTPOCHUE LCIIOYKH OOBCpPUS,
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IPOBEPKY LU(POBHIX MOAMUCEN, BAIUALMIO CPOKOB JIEUCTBUS U MOHUTOPUHT
craryca OT3bIBa CepTUPHUKATOB. (OCOOEHHOCTBIO MPEUIOKEHHOIO IOAX0a
ABNIeTCA ~ TayOokas  JAeTaiu3anusl  JUarHOCTUKM U (OpMUpPOBaHUE
CTPYKTYPUPOBAHHBIX OTYETOB O PE3YJIbTaTax MPOBEPKH.

[IpakTryeckass 3HAUMMOCTh MCCIIEOBAHUS MPOSBISAETCS B BO3MOKHOCTH
UCIOJB30BAaHUSI  CHCTEMbl KaK  MHCTPYMEHTa  ayauTa 0O€30MacHOCTH
UHPPACTPYKTYPHl OTKPBITBIX KIIOYEH, KOMIIOHEHTAa CHCTEM 3JEKTPOHHOTO
JIOKYMEHTOO0OpOTa U CpeACTBa aBTOMAaTHYECKOM NPOBEPKU CEPTHU(PHUKATOB B
npoueccax — HEMpEephIBHOW  WMHTErpall  IpPOrpaMMHOrO  oOecreyeHusl.
Peanu3oBaHHBII MEXaHU3M KAIIMPOBAHUS 3alpOCOB K CIUCKaM OT3bIBa
cepTu(uKaToB IIO3BOJIMII JOCTHYb 3HAYUTEIILHOTO MTOBBIIICHHUS
IIPOU3BOJMTEIIBHOCTU 32 CYET ONTHUMHU3AIMM CETEBBIX B3aUMOACHCTBUU H
CHW)KEHMS Harpy3KHU Ha CEpBEPHI LICHTPOB CEPTH(PUKALINH.

[lepcnieKTUBHBIMM HalIPaBICHUSAMU JUIS JaIbHEHIIETO PA3BUTHS CHCTEMBI
NPEACTABIAIOTCA  pacliMpeHrue  (PYHKIMOHAIBHOCTH  4Yepe3  MOJIEPIKKY
IPOTOKOJIAa OHJIAWH-TIPOBEPKH CTaTyca CepTU(PHUKATOB, aanTalus 11 padoThl C
OTE€YECTBEHHBIMU CTaHJAPTaMHU 3JIEKTPOHHOM MOJMUCU U KPUOTOrpaduyecKoit
3alllMThI, a TaKXe pa3padoTKa MEXaHU3MOB BepuU(]HKaUU CEPTUPUKATOB HA
OCHOBE TMEpPCIEKTUBHBIX KpUNTOrpauyeckux aaroputMoB. Brenpenue
MPEJIOKEHHOIO pPelIeHUus OyJeT CrnocoOCTBOBATh MOBBIIICHUIO HAJIEKHOCTH
IIPOLIECCOB MPOBEPKHU JIEKTPOHHBIX MOJAMUCEHN B CUCTEMaX JOKYyMEHTO000pOTa,
YTO COOTBETCTBYET aKTyaJbHbIM 3aJayaM LU(poBOH TpaHChOpMaLUu

9KOHOMMKH U TOCYJapCTBCHHOI'O YIIPAaBJICHUA.
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